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Cybersecurity for Decision Makers

ABOUT THE BOOK

This book explores cybersecurity from a decision-making role rather than a purely
technical viewpoint. The target audience includes: Cybersecurity managers, leaders,
executive decision makers, researchers, university professors, school teachers,
company trainers, and security practitioners. We are aligned with United Nations
sustainable development goal 9: Build resilient infrastructure, promote inclusive
sustainable industrialization and foster innovation.

CALL FOR CHAPTERS LINK:
HTTP://KENNETHSTRANG.COM/CYBER/

TOPIC AREAS INCLUDE (BUT NOT LIMITED TO):

- Contemporary cybersecurity issues and risks for

« Cyber economics

decision makers - Cybersecurity leadership

« Cybersecurity frameworks and assessment Ot hyicybersecurily impacts

models other disciplines

« Cybersecurity project and risk management L Cobermaudly alledk came olaice,

- Cybersecurity ethics and privacy lessons learned

« Cybersecurity organizational readiness . Cybersactml¥eo|lege sludenitedu o

- Business continuity and recovery after cyber e e cryaleree ool e

attacks
NO PUBLICATION FEES IMPORTANT DATES
will be published by Taylor and Draft chapter due date July 30, 2022
Francis. Indexing is planned for Peer review period August 1 - September 1, 2022
Scopus, WSCI and maybe others. Finalized chapter due September 30, 2022
Final acceptance notification December 1, 2022
Book publication date January 2023
EDITORS
Dr. Narasimha Rao Vajjhala Professor Kenneth David Strang
EC Council Certified Instructor W3-Research, USA

Certified Ethical Hacker(CEH) RMIT University, Australia



